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Chapter 1 Preparing For Installation
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Understanding Worksoft Analyze Installation

Understanding Worksoft Analyze Installation

In order to use Worksoft Analyze,™ you need to install the following applications:

¢ Worksoft Portal - An administration tool that registers MongoDB database settings, licenses, users, and
email SMTP settings. Worksoft Analyze leverages this information.

If you already have Worksoft Portal already installed, you can use that version.

¢ Worksoft Analyze - Uses a shared repository approach for organizing and promoting collaboration in
business process discovery and analysis among users in the enterprise.

System Requirements

Before you begin to install Worksoft Analyze, verify that your environment has the needed system
requirements installed. For information about system requirements and planning your environment, see the

Worksoft Help Portal.

A A new server must be provisioned for Worksoft Analyze only. Do not install Worksoft
Warning: f! \  Analyze on the same server as other Worksoft products and other applications

. because of the constraint of bandwidth on the network interface controller
(NIC card).

Port Requirements

In order to import generated Worksoft Analyze Captures into Certify, you need to use HTTPS on your
application server and leave the HTTP binding on default port 80. After you have reconfigured the application
server to use HTTPS, the port will now default to 443. You will need both ports open.

For more information, see Chapter 2 “Using HTTPS on Your Application Server”.
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Configuring Your Application Server

Configuring Your Application Server

In order to transform your application server into a web server, Microsoft® Internet Information Services (I1IS)
must be installed in order to host Worksoft Web services and Worksoft web applications. After you have
installed IIS, you will need to configure the Server Manager.

This chapter will guide you to configuring the minimum requirements for Worksoft Analyze. You may need
assistance from your IT administrator.

Adding Roles and Features

The Server Manager allows you to add specific roles and features to your web server that are required for
Worksoft products.

P To add roles and features to your web server:

1 From the Start menu, select Administrative Tools > Server Manager.
The Server Manager opens.

2 In the Navigation pane, select Dashboard.
In the Summary Tasks pane, select Add Roles and Features.
The Add Roles Wizard opens.

3 Add Roles and Features Wizard =

DESTINATION S2RVER

oelone you Ledin Mcogy worksof com

This wizard helps you install roles, role services, or features. You determine which roles, role services, or
features to install based on the computing needs of your organzation, such as shanng dotuments, of
haosting a website.

To remave roles, role services, or features

Start the Remove Roles and Features Wizard
Before you continge, verify that the following tasks have been completed

* The Administrator account has s strong password
* Network settings, such as static IP addresses, are configured
* The most current secunity updates from Windows Update are installed

I you miust venfy that any of the preceding prerequiites have been completed, close the wizard
complete the steps, and then run the wizard sgain.

To continue, click Next

Slep thes page by default

| C“H

4 Click Next.

6 Worksoft Analyze Installation Guide



Adding Roles and Features

The Select Installation Type page appears.

P 'Add Roles and Features Wizard I

2 | : s DESTINATION SEAVE
Salect installation tvpe DESTINATION SERVER
Selecl Installation LY PE Miclosy worksoft com

Select the installation type. You can install roles and features on a running physical computer or virtual
machine, or on an offline virtual hard disk (VHD)

* Role-based or feature-based installation
Configure a single server by adding roles, role services; and features.

Remote Desktop Services installation
Install required role senaces for Virtual Desktop Infrastructure (VD) to craate a virtual machine-based
or session-based desktop deployment

| b Previous

EED| [ |

Select the Role-based or feature-based installation option.
Click Next.
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Adding Roles and Features

The Select Server Roles page appears.

DESTINATION SERVER
Select server roles ri———
Before You Begin Select one or more roles to install on the selected server.
Installation Type Roles Description
Server Selection [ [a] Web Server (IIS) provides a reliable,

m [] Application Server manageable, and scalable Web
[] DHCP Server

application infrastructurs.
Features [ DNS Server

] Fax Server
- [E] File and Storage Services (1 of 12 installed)
[ Hyper-V
[ Metwork Policy and Access Services
[] Print and Document Services
[[] Remate Access
] Remate Desktop Services
[ Volume Activation Services

O

] Windows Deployment Senvices

)
server (115

] Windows Server Essentials Experience
[] Windows Server Update Services 1

e e [ ) [

7 From the Server Roles list, select the following roles:
¢ File Services
e Web Server (I1S)
8 Click Next.
After you have added the roles to the web server, you will add features to the web server.
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10

11

12

Adding Roles and Features

A dialog box appears asking if you want to add features to the web server.

4 Web Server (lIS)

[ Add Roles and Features Wizard -.‘

Add features that are required for Web Server (l1S)?

The following tools are required to manage this feature, but do not
have to be installed on the same server,

4 Management Tools

[Tools] IS Management Console

Include management tools (if applicable)

Add Features ‘ | Cancel

In the Add Features dialog box, select the Include Management Tools (if applicable) option.
Click Add Features.

The Select Features page appears.

Select the .NET Framework 4.6 Features (Installed) and all of its child nodes.

Fﬁ; Add Reles and Features Wizard

Select one or more features to install on the selected server.

Features

4 |&f MET Framework 4.6 Features (Installed)
«| .NET Framework 4.6 {Installed)

| ASP.NET 4.6 (Installed) Windows Process Activation Service
a || e to invoke applications remotely over
/| HTTP Activation (installed) the network by using protocals such
/| Message Queuing (MSMQ) Activation (Inst. s HTTP, Message Queuing, TCP,
/| Named Pipe Activation (Installed) and .narr_\ed pipes. Consequently,
/| TCP Activation (Installed) applications can start and stop
/| TCP Port Sharing (Installed) dynamically in response to incor@'ng
[] Background Intelligent Transfer Service (BITS) work items, resulting in application
[ BitLocker Drive Encryption hosting that is more robust,

[ Bitlocker Network Unlock manageable, and efficient,

[[] BranchCache

[ Client for NFS

[ Containers

[] Data Center Bridging
[ Direct Play

[] Enhanced Storage
[] Failover Clustering

Crmiem Dalime Mamsmamant

- O X

DESTIMATION SERVER
Isb-app-srv.worksoft com

Description

Windows Communication
Foundation (WCF) Activation uses

< Previous Next > Install Cancel

Select the WCF Services (Installed) and all of its child nodes.

Worksoft Analyze Installation Guide
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Adding Roles and Features

13  Select IIS Hostable Web Core (Installed) and Media Foundation (Installed).

B Add Roles and Features Wizard — O x
= - DESTINATION SERVER
Select features e ke Ao

Select one or more features to install on the selected server.

Features Description
[] Data Center Bridging Message Queuing Services provides
[] Direct Play guaranteed message delivery,
[T] Enhanced Storage efficient routing, security, and

priority-based messaging between

[] Failover Clustering . 3
applications, Message Queuing also

[] Group Policy Management

[] /O Quality of Service accommodates message delivery
S i

| IS Hostable Web Core (Installed) between applications that run on

[T] Internet Printing Client d\f‘fere.nt DPE’ar‘ng_S}'St&mS. use

[ IP Address Management (IPAM) Server dissimilar network infrastructures,

[] iSNS Server service are temporarily offline, or that are

[] LPR Port Monitor running at different times.

O Management OData IS Extension
+| Media Foundation (Installed)
4 W] Message Queuing (1 of 7 installed)

w
| Message Queuing Server (Installed)
[] Directory Service Integration
[C] HTTP Support
[] Message Queuing Triggers

[ kA iracsinn Qommnet

Next >

14 Verify that Message Queuing (1 of 7 installed) and Message Queuing Server (Installed) is
enabled.

15 Use the scroll bar to verify the Windows Process Activation Service is enabled with the following
child nodes:

e Process Model (Installed)
e Configuration APIs (Installed)
16 Click Next.
The Web Server Role (IIS) page appears.

P Add Roles and Features Wizard [= o=

f 5, DESTINATION SERVER
| 115 ) Mickey. workaof.com

Web Server R

Web servers are computers that let you share informaticn over the Internet, or through intranets and
extranets. The Web Server role includes internet Information Services (1IS) 8.5 with enhanced security,
diagnestic and administration, a unified Web platform that integrates 115 8.5, ASP.NET, and Windows
Communication Foundation.

Things to note:

* Using Windows System Resource Manager (WSRM) can help ensure equitable servicing of Web
server traffic especially when there are multiple robes on this computer.

* The defsult installation for the Web Sarver (IIS) role includes the installation of rale services that
enable you to serve static content, make minor customizabions (such as default documents and HTTP
errors), monitor and log server activity, and configure static content compression.

Mare informati

< Previous | Next > Cancel
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Configuring the Web Server Role (lIS)

After you have added your roles and features, you will now need to configure the Web Server role (IIS) in the

Server Manager.

1 Click Next on the Web Server Role (IIS) screen.

The Select Role Services page appears.

Select role services

Before You Begin
Installaticn Type
Server Selection
Server Rolas
Features

Wab Server Role (1IS)

Confirmation

Select the role services to install for Web Server (lI5)

¥ Default Document
[¥] Directory Browsing
[ HTTP Erers

[w] Static Content

[] HTTP Redirection
[[] WebDAV Publishing

2 Health and Diagnostics

[+ HTTP Logging
[] Custom Logging
C Logging Tools
[C] ODEBC Logging
Request Monitor

Configuring the Web Server Role (1IS)

DESTINATION SERVER
Mickey.worksoft.com

Description

Web Server provides support for
HTML Web sites and optional
support for ASP.NET, ASP. and Web
server extensions. You can use the
Web Server to host an internal or
external Web site or to provide an
environment for developers to
create Web-based applications.

i < Previous I l Mext > Instabl

Worksoft Analyze Installation Guide
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Configuring the Web Server Role (IIS)

2 In the Role Services list, select the following services. You will need to use the scroll bar to select all of
the services.

Node Child Nodes

Common HTTP Features Default Document
Directory Browsing
HTTP Errors

Static Content

WebDAV - Verify that this option is disabled. Worksoft's
RESTful Services will not work correctly if enabled.

Health and Diagnostics HTTP Logging

Request Monitor

Performance Static Content Compression

Dynamic Content Compression

Security Request Filtering

Basic Authentication

Application Development .NET Extensibility 4.6
Application Initialization
ASP

ASP.NET 4.6

CGI

ISAPI Extensions

ISAPI Filters
WebSocket Protocol

Management Tools IIS Management Console
IIS Management Scripts and Tools

Management Service

3 Click Next.
The Confirm Installation Selections page appears.

4 Click Install to install the role services.

12 Worksoft Analyze Installation Guide



Configuring Application/Json Mime-Type Compression

Configuring Application/Json Mime-Type Compression

After you have enabled dynamic content compression within IIS, you need to verify HTTP Compression for the
application/json mime-type. Worksoft Analyze uses dynamic content compression to improve performance.

In order to implement this performance improvement in Analyze, HTTP compression must be enabled for the
application/json mime-type. When the Dynamic Content Compression feature is enabled, it will overwrite any
previous HTTP compression settings. If the application/json mime-type was already included in the list of

allowed dynamic mime-types before the Dynamic Content Compression feature is enabled, it will be removed.

» To verify application/json mime-type compression:
1 Open IIS Manager.
2 In the left Navigation pane, click on your server.

3 In the Management section, double-click the Configuration Editor.

) A.pplication Pools !‘3 % LQ l‘i
[@] Sites s i

Providers  Session State SMTP E-mail

o2 ?3_ , = “é| o E—J

ASP Authentic... Cal Compression  Default Directory

Document  Browsing

< B ¢ @ &= oM
HTTP ISAPland  ISAPI Filters

Logging  MIME Types  Modules
Respon..  CGl Restri...

Worker
Processes

Management

O & 8 & o E
Configuratioé Fe:ure

IS Manager IS Manager Management  Shared
nEditor : Delegation Permissions Users Service  Configurat...

The Configuration Editor opens.

Worksoft Analyze Installation Guide 13



Configuring Application/Json Mime-Type Compression

4 From the Section drop-down list, select system.webServer > httpCompression.

Acticns.
U\-J'I Configuration Editor
Section: applettings

] sy stemowebSenver|
- sesunity =0 Configuration

= [J) tracing

o 3 webdav 3 i
applicationinitialization Section -
Bip

caching

cai “{Collection)’ Blement -
defsultDocurment

directoryBrowse

fastCon

globalhdodules &

handlers

httpCompression

hitpErrors

httplogging

htpProtocel

hitpRedirect

httpTracing

isapiFilters

modules

~ Dea
{Col
file

(Collect. oibclogging
serverfuntime

serverSideinclude bl

g Mg, Mg, Mg Mg, Mg Mg Ty, Mg, Mg, Mg, Mg g, Mg, Mg Mg, Mg, g M Mg

| Features View | (5, Content View

5 In the httpCompression section, click the dynamicTypes.

U'_J'l Configuration Editor

Section: systemawebServer/httpCompression

* Deepest Path: MACHINE/WEBROOT/AFFHOST fal
{Collection) {Count=1) Configuration
cacheContralHeader rmias-ages BEL00 i figial
dinectary 9 Drive\inetp plIS Temporary Comp d Files
doDiskSpacelimiting True

Section 2

dynamicCompressionBufferlimit 65536
dynamicCompressionDisableCpullsage %0 ‘dynamicTypes’ Hement =
dynamicCompressionEnableCpullsage 50

dynamicTypes (Count=5)

expiresHeader Wed, 01 Jan 1997 12:00:00 GMT
maxDiskSpacellsage 100

minFileSizeForComp 2700 0 -
noCompressionForHitp 10 True

noCompressionforPrasies True

e

neCompressionForfange True
sendCacheHeaders False
staticCompressionDisableCpullsage 100
staticCompressionEnstleCpullsage 50
staticC ompressicnlgnareHitf requency Fabse

dynamicTypes

6 Verify that application/json is listed in the dynamic compression mime types. If it is not listed, click
the Add button in the Collection section to add it.

Celiection Ed ki Server/hetpCemp 7 =
Ieme Actions:

mimeType enabled Entry Path Colection

et True MACHINE WEBROOT/APPHOST

mesage’™ True MACHINE WEBROOT/APPHOST

spplication/s-javascrpt True MACHINE WEBROOT/APPHOST

sppficationfjavascript  True  MACHINEWEBROOT/APPHOST tem Properties

Faloe MACHINE WEBRDOT/ APPHOST

| apghcation/fson | x

€ »
Froperties:
enailed True
mimeType © application/pon
enabied
Duta Typesbool
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Enabling IIS Services

7 After you completed your verification or addition, click the Close button
The Configuration Editor opens.

- Alerts

GJI Configuration Editor -
| i) The changes have been

Section: systernwebServer/hitpCampression = successfully saved.

+ Deepest Path: MACHINE'WEBROOT/APPHOST A .
{Collection) (Count=1)
cacheContralHeader rrax-ages BE400
directory HSystemnDrive %\ inetpubtemplIs Temparary Compressed Files
deDiskSpaceLimiting True = =
dynsmicCompressionBufferLimit 63536 Comtiguetion
dynamicCompressionDisableCpulliage 50 B
dynamicCompressionEnableCpullsage 50 Section ~
dynamicTypes [Count=8)
epiresHeader Wed, 07 Jan 1967 12:00:00 GMT
maxDikSpacelliage 100 ‘dynamicTypes’ Element &)
minFileSizeFarComp 2700 :
noCompressionForHitp 10 True *®
noCompressionforPraxies True
noCompressicnFofange True
sendCacheHeaders Fakse L
staticCompressionDissbleC pullsage 100
staticCompressionEnableCpulsage 0
statieCompresnonlgnareHitFrequency Fakie o

dynamicTypes

| Features View |7, Comtert View

8 Click Apply to apply your changes.
9 Verify that dynamicTypes lists a count of six.
10 Close the editor.

Enabling IIS Services

You will now need to verify that several IIS services are enabled.

» To verify IIS services are enabled:

1 If the Server Manager is not open, select Administrative Tools > Server Manager from the
Start menu.

The Server Manager opens.
In the Navigation pane, select IIS.
3 In the right Services pane, verify that the following services are enabled and running:
e Application Host Helper Service
e IIS Admin Service
¢ Windows Process Activation Service
e World Wide Web Publishing Service
4 If any of these window services are not running, you will need to start these services.

To start a service, select the service from the list and click Start in the right menu. You are also able to
start your services by going to Administrative Tools > Services on your machine.

Worksoft Analyze Installation Guide 15



Chapter 2

Installing and Configuring Worksoft Analyze

In This Chapter
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Worksoft Portal

Worksoft Portal

Before you begin to install Worksoft Analyze, you need to install the Worksoft Authorization service and
Worksoft Portal. Go to the Worksoft Customer Portal to download them.

For Worksoft Portal’s system requirements and installation guide, see the Worksoft Help Portal.

When installing Worksoft Portal, use the external URL for the Authentication service, and do not use a
localhost. Portal has a discovery service that tells applications like Worksoft Analyze where to look for the Auth
service. If you use a localhost, it will cause the applications to break.

Installing Worksoft Analyze

After you have installed the Worksoft Authorization service and Worksoft Portal, you will now install Worksoft
Analyze on your server.

» To install Worksoft Analyze:

1 In your software distribution folder, double-click the WorksoftAnalyze.exe file.
The Worksoft Analyze Install Wizard opens.

15 Worksoft Analyze Setup = X

Welcome to the Worksoft Analyze Setup
Wizard

The Setup Wizard will install Worksoft Analyze on your
computer. Click Next to continue or Cancel to exit the Setup

WORKS(JFT Wizard.

Back Cancel

2 Click Next.

Worksoft Analyze Installation Guide 17
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Installing Worksoft Analyze

When the system analysis has completed, the Destination Folder page appears.

15 Worksoft Analyze Setup = X

Destination Folder

Select folder where zetup will install files. WORK‘S (JFT

Install Worksoft Analyze to:

|C: \Program Files (x86) \Worksoft\analyze\,

Change...

=

3 If you want to accept the default directory for your installation files, click Next.

If you do not want to accept the default directory for the installation files, click the Change button to
select a different installation directory, and then click Next.

The Portal Service URL page appears.

ﬁ Worksoft Analyze - Portal Service URL X

Portal Service URL
Entering Portal Service URL is required.

Enter Portal Service URL:
(e.g. http:/f<server_name = FortalSuite)

|htm:ffmarﬂwafPortalSuihe

Test Connection

Back Mext Cancel

Enter the external URL address for your Worksoft Portal.
5 Click Test Connection.

If the connection was successful, a message appears confirming the connection.
6 Click OK.

18 Worksoft Analyze Installation Guide



Installing Worksoft Analyze

The MongoDB Connection String page appears if you are upgrading Worksoft Analyze. If you are not
upgrading, go to Step 8.

fr] Worksoft Analyze - MongoDB Connection String (Optional) X

MongoDB Connection String
Entering MongoDE Connection String URL is optional.

Enter MongoDE Connection String:
This is required only if you want to run Capture Repair Tool.

Test Connection

If you are upgrading Worksoft Analyze, enter your database connection string in the MongoDB
Connection String field and click Next.

Example: mongodb://username:password@servername/analyze

The Ready to Install page appears.

fr] Worksoft Analyze Setup = *

Ready to install Worksoft Analyze WORKSCUFT.

Click Install to begin the installation. Click Back to review or change any of your
installation settings. Click Cancel to exit the wizard.

Back B Install Cancel

Click Next.

Worksoft Analyze Installation Guide 19



Configuring the MongoDB Server

The Worksoft Analyze Installation Completed page appears.

15 Worksoft Analyze Setup = X

Completed the Worksoft Analyze Setup
Wizard

Click the Finish button to exit the Setup Wizard.

WORKSCFT.

9 Click Finish to complete the installation.

10 After Worksoft Analyze is installed, navigate to the Analyze external URL to register it with the Worksoft
Portal with the correct URL and not the localhost.

Configuring the MongoDB Server

MongoDB should be installed on the server where Worksoft Analyze is installed. The MongoDB server stores
Worksoft Capture processes that are imported by the Worksoft Analyze Automatic Generation Document
feature.

» To configure MongoDB server:

1 From the Start menu, run services.msc to open the Windows Services Manager.

2 Find the MongoDB service and enable the service.

3 Close the Services Manager.

4 Open the Windows File Manager and navigate to the following folder:
C:\Program Files (x86)\Worksoft\Worksoft Analyze\Database.

5 Copy the configuremongo.bat and addanalyzeusers.js files and paste them to the MongoDB server
in the following folder:

C:\Program Files\MongoDB\Server\4._0\bin
The configuremongo.bat file creates the Analyze database and users.

The addanalyzeusers.js file provides the username and password configurations for the Analyze
users.

6 Double-click the configuremongo.bat file to run it.
When you run the file, the following occurs:
e A database named Analyze is created.
e A collection named Captures in the Analyze database is created.

e An administrator user with read and write roles is created in the Analyze database.

20 Worksoft Analyze Installation Guide



10

11

12

13

Configuring the MongoDB Server

e A user named analyzeuser with read and write roles is created in the Analyze database
Open the Services Manager window.

Stop the MongoDB service.

Go to the following directory:

C:\Program Files\MongoDB\Server\4._.0\bin

Open the mongod.cfqg file in Notepad to edit the settings.

# mongod.conf

If you want to bind to a single IP address, see the MongoDB reference guide.
Update the Security authorization setting to enabled.

The Security authorization setting must be entered exactly as it is shown in the photo. You must have
two spaces before authorization:, and one space before enabled with no trailing spaces.

Example:
security:

authorization: enabled
Enable the MongoDB service.

Make note of the MongoDB connection string because it will be needed when running the Worksoft
Analyze installer.

Example: mongodb://username:password@servername/analyze

Close the Services Manager.

3

Note: To connect to your MongoDB instance, use a product, such as Robo 3T.

Worksoft Analyze Installation Guide 21


https://robomongo.org/
https://docs.mongodb.com/manual/reference/configuration-options/

Using HTTPS on Your Application Server

Using HTTPS on Your Application Server

In order to import generated Worksoft Analyze Captures into Certify, you need to use HTTPS on your
application server and leave the HTTP binding on default port 80. After you have reconfigured the application
server to use HTTPS, the port will now default to 443. You will need both ports open.

In order to use HTTPS on your application server, you will need to do the following:
¢ Request an SSL Certificate from your IT department.

Add the certificate to IIS.

Add new binding to port 443.

Configure your database in the Worksoft Management Studio.

* & o o

Verify your SSL Settings on your application server.
Before you begin your configuration, verify that your application server has been set up and working
with HTTP.

» To verify your SSL Settings on your application server:

1 Open the IIS Manager on your application server.

In the IIS Connections pane, select Sites > Default Web Site > Portal.
In the middle pane, double-click SSL Settings.

Verify that the Require SSL option is not selected.

u » W N

Close the IIS Manager.

Using HTTP on Your Application Server

Worksoft recommends that you use HTTPS on your application server. If you do not use HTTPS, then you will
need to update the web.config file located in the following directory:

C:\Program Files (x86)\Worksoft\Worksoft Analyze\Web\web.config file

In the configuration file, find the line:

<httpCookies httpOnlyCookies=""true" requireSSL=""true" sameSite="Strict" />
Change requireSSL=""true" to requireSSL="false"

Example:

<httpCookies httpOnlyCookies=""true" requireSSL="false" sameSite="Strict" />

22 Worksoft Analyze Installation Guide



Configuring Worksoft Portal

Configuring Worksoft Portal

Worksoft Analyze leverages information from the Worksoft Portal. After you have installed Worksoft Analyze,
you will need to configure the following in Worksoft Portal:

Create a Worksoft Portal database
Register your MongoDB database
Add Worksoft licenses

Register users

Configure your email service

® & 6 6 o o

Configuring multiple tenant spaces

For information on how to configure the Portal, see the Worksoft Help Portal.
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Chapter 3

Upgrading Worksoft Analyze
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Overview

Overview

If you are upgrading to Worksoft Analyze v12, you need to complete the following tasks:

1.

Install Worksoft Portal with the Worksoft Authorization service

This version of Analyze no longer leverages information from the Worksoft Management Studio. The
Worksoft Management Studio has been replaced by the Worksoft Portal.

The Worksoft Portal is an administration tool that registers MongoDB database settings, licenses, users,
and email SMTP settings that Analyze leverages. Download the software from the Worksoft Customer
Portal, and for specific system requirements and installation guide, see the Worksoft Help Portal.

Run the Worksoft Analyze installer from the distribution package. For more information, see “Installing
Worksoft Analyze” on page 17.

During the installation process, you will be asked to enter your MongoDB connection string in Step 7. No
MongoDB update is required.

Use the Worksoft Analyze Migration tool to migrate your data from your SQL Server to the MongoDB
database.

Use the User Migration tool to migrate your users from the Worksoft Management Studio database to
the Worksoft Portal database.

Use the Update Analyze MongoDB tool to update existing user and tenant IDs in MongoDB with new
Global Unique Identifiers (GUID) created in the Worksoft Portal database.

Migrating Data from SQL Server to MongoDB

With this version of Worksoft Analyze, a SQL Server is no longer required. The Worksoft Analyze Migration tool
assists you in migrating data to your existing MongoDB database.

» To migrate data with the Worksoft Analyze Migration tool:

1

Double-click on the AnalyzeSettingsMigration.exe file that is located in the following directory:
C:\Program Files (x86)\Worksoft\Analyze\Utilities\AnalyzeSettingsMigration
The SQL Database Connection dialog box opens.

A, 50L Database Connection — e

Analyze Settings Database Connection Information

Server |m |
Database |Analyze Settings |
Usemarme |Certif)- Tester |

|

Password |oo.o....

Mext

Enter the SQL Server connection details.
Click Next.

Worksoft Analyze Installation Guide 25


https://wscommunity.force.com/Community/s/login/
https://wscommunity.force.com/Community/s/login/
http://docs.worksoft.com/Welcome_To_Worksoft_Help_Portal.htm

Migrating Users

The SQL database connection is validated, and the MongoDB Connection dialog box opens.

A MongoDB Connection = x

Analyze Settings MongoDB Conneclion Information

MongoDB Server URL | plsiylslsis euge=tat

e.g. mongodb://analyze Userpassword@127.0.0.1:27017/analyze

MNext

Enter your MongoDB connection URL.
5 Click Next.
The MongoDB URL is validated, and the Analyze Settings Database Migration dialog box opens.

A Migrate o X

Analyze Settings Database Migration

DONE

6 Click Start to begin the migration process.

After the database migration has completed, a message appears stating that the migration was
successful.

7 Click OK.

Migrating Users

The User Migration tool helps you migrate your users from the Worksoft Management Studio database to the
Worksoft Portal database.

» To migrate users:

1 Double-click on the UserMigration.exe file that is located in the following directory:
C:\Program Files (x86)\Worksoft\Authentication\Utility

The User Migration tool opens.

In the Worksoft Management Studio Database Connection fields, enter your database information.
Click Next.

In the Worksoft Portal Database Connection fields, enter your database information.

Click Next.

u A W N

The tenants from the Worksoft Management Studio are displayed.
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Update Existing User and Tenant IDs

6 Select which tenants you want to migrate to the Worksoft Portal.
Only users assigned to the selected tenants will be migrated.
7 Click Migrate.

After the migration is complete, a list of tenants, users, and licenses that were successfully migrated are
shown.

Two comma-separated values (CSV) files, users.csv and tenants.csv, are created. You will use these
files to update user and tenant IDs with the Update Analyze MongoDB tool.

Update Existing User and Tenant IDs

The Update Analyze MongoDB tool updates existing user and tenant IDs in MongoDB with new GUID
created in the Worksoft Portal database. This tool allows data from the MongoDB to associate with users and
tenants in the Portal.

Before you can update your existing user and tenant IDs to GUIDs, you need to have migrated your users and
tenants from Worksoft Management Studio to the new Worksoft Portal database. The CSV files created with
the Worksoft Analyze Migration tool will be used in this process.

» To update existing user and tenant IDs:

1 Double-click on the UpgradeAnalyze.exe file that is located in the following directory:
C:\Program Files (x86)\Worksoft\Analyze\Utilities\UpgradeAnalyze

The Analyze Settings MongoDB Connection Information dialog box opens.

A MongoDB Connection = X

Analyze Settings MongoDB Connection Information

MongoDB Server URL ;mongodb -/fanalyzelUserpassword@127 0.0.1:27017/analyze |

e.g. mongodb://analyze Userpassword@127.0.0.1:27017/analyze

Enter your MongoDB Server URL.
3 Click Next.

The Update User Ids and Tenant Ids from Portal dialog box opens. You will need to add the CSV files
that the Worksoft Analyze Migration tool created.

A Upgrade o X

Update Userlds and Tenantlds from Portal

Select Users csv file
|C:\Users\sandeep.kakade\Deaktop\users.csv | Browse

Select Tenants csv file

|C:\Usem ‘sandeep kakade'\Desktop \tanants.c:|

START DONE

4 Click the Select Users CSV File Browse button to browse to the directory where the users.csv file is
located:
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Update Existing User and Tenant IDs

C:\Program Files (x86)\Worksoft\Analyze\Utilities\AnalyzeSettingsMigration

5 Click the Select Tenants CSV File Browse button to browse to the directory where the tenants.csv
file is located:

C:\Program Files (x86)\Worksoft\Analyze\Utilities\AnalyzeSettingsMigration
6 Click the START button to begin updating the IDs.

If the process is successful, a message appears.

Update Successful X

Total # Records: Updated from Portal Database to Mongo
Database,

7 Click OK.
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Appendix A Worksoft Analyze Silent Installation

Silent Install

To run Worksoft Analyze installation silently, run the installer from the command line and add /s option to the
executable:

WorksoftAnalyze.exe /s

Installation Log File

The default installation log is located at %ouserprofile% of the user who installed Worksoft Analyze. If you
want to override the install log file location, enter the following string to provide an override for install log file
location:

WorksoftAnalyze._exe /s /1=C:\temp\Analyzelnstalllog.txt

Silent Uninstall
To uninstall Worksoft Analyze silently, run the installer from the command line and enter the following string:
WorksoftAnalyze.exe /s MODIFY=FALSE REMOVE=TRUE UNINSTALL=YES
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